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#### Abstract

In this paper we have defined some new definition of primes like Sam prime, Adherent prime, Extreme prime and Reverse prime and use them in cryptographic system for secure communication.
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## INTRODUCTION

Cryptography was concerned with the conversion (encryption) of message from an understandable form into meaningless one and reverse again at the other end, rendering it unreadable by an unauthorized person without the information of secret key (decryption key). Cryptography is becoming a more essential topic in computer science. As there is a requirement for more secure cryptographic schemes, the application of number theory is going to increase for the developing secure encryption methods. S. Agarwal and A.S. Uniyal ${ }^{[1]}$ have proposed a scheme for secure communication using prime weighted graph. Here in this paper we have designed an encryption algorithm using SAM prime and adherent primes.

## NEW DEFINITONS

SAM PRIME: A prime number which is also a Mersenne, Fibonacci, Fermat as well as Lucas prime is called SAM prime. 3 is the only prime which is a SAM prime because it can be written as,

$$
\begin{array}{cc}
\mathrm{M}_{2}=2^{2}-1=3 & \text { (Mersenne prime) } \\
\mathrm{u}_{4}=1+2=3 & \text { (Fibonacci prim } \\
0 & \text { (Fermat prime) } \\
\mathrm{F}_{0}=2^{2}+1=3 & \text { (Lucas prime) } \\
\mathrm{L}_{2}=\mathrm{L}_{0}+\mathrm{L}_{1}=2+1=3 &
\end{array}
$$

ADHERENT PRIMES: Two or more primes are called adherent primes, if the sums of their digits are equal and also a prime.
Example: (i) 43 and 61 are adherent primes.

$$
\begin{gathered}
43=4+3=7 \\
61=6+1=7
\end{gathered}
$$

(ii) $137,173,191$ are adherent primes.

$$
\begin{aligned}
& 137=1+3+7=11 \\
& 173=1+7+3=11 \\
& 191=1+9+1=11
\end{aligned}
$$

(iii) 999727 and 999961 are adherent primes.

$$
\begin{aligned}
& 999727=9+9+9+7+2+7=43 \\
& 999961=9+9+9+9+6+1=43
\end{aligned}
$$

EXTREME PRIME: $\mathrm{p}=\mathrm{d}_{0} \mathrm{~d}_{1} \mathrm{~d}_{2} \mathrm{~d}_{3} \mathrm{~d}_{4} \ldots . . \mathrm{d}_{\mathrm{n}}$ be a prime having more than three digits. By omitting all intermediate digits of prime $p$, we get a number $d_{0} d_{n}$, if this number $d_{0} d_{n}$ is a prime number then $p$ is called an extreme prime. In other words, if the extreme digits of prime p also make a prime, then p is known as extreme prime.

Example: (i) 4447 is an extreme prime as its extreme digits 4 and 7 make a number 47, which is also a prime. (ii) 999727 is an extreme prime as its extreme digits 9 and 7 make a number 97 , which is also a prime.

REVERSE PRIMES: p and q be the two different primes having m and n digits respectively. If the two numbers $\mathrm{p}_{\mathrm{m}, \mathrm{n}}=\mathrm{pq}$ and $\mathrm{p}_{\mathrm{n}, \mathrm{m}}=\mathrm{qp}$ are primes such that $\mathrm{p}_{\mathrm{m}, \mathrm{n}} \neq \mathrm{p}_{\mathrm{n}, \mathrm{m}}$ then $\mathrm{p}_{\mathrm{m}, \mathrm{n}}$ and $\mathrm{p}_{\mathrm{n}, \mathrm{m}}$ are called reverse primes.

Example: (i) $p_{2,1}=113$ and $p_{1,2}=311$ are reverse primes as 3 and 11 are two different primes such that $113 \neq$ 311.
(ii) $\mathrm{p}_{2,2}=1319$ and $\mathrm{p}_{2,2}=1913$ are reverse primes as 13 and 19 are two different primes such that $1319 \neq$ 1913.

## CRYPTOGRAPHY

Cryptography ${ }^{[2]}$ is the art and science of secure data communications over insecure channels. It is the study of technique of transferring messages in disguised form so that only the intended recipients can eliminate the disguise and interpret the message. Today, however, cryptography is everywhere! Security mechanisms that rely on cryptography are an integral part of almost any computer system.

## CRYPTOGRAPHIC SYSTEM

A cryptographic system ${ }^{[3]}$ is any computer system that involves cryptography. Such systems include for instance, a system for secure electronic mail which might include methods for digital signatures, cryptographic hash functions, key management techniques, and so on. Cryptographic systems are made up of cryptographic primitives ${ }^{[4]}$, and are usually rather complex. Because of this, breaking a cryptosystem is not restricted to breaking the underlying cryptographic algorithms; usually it is far easier to break the system as a whole.

## ENCRYPTION ALGORITHM

## Password of Gmail: KAUSANI@26

Step I: Assign the ASCII value to each character of the message using Table 1.Table 2 shows the assignment of ASCII value to the characters.

Step II: Add the length of the string in ASCII value corresponding to each character. Here the length of the string is 10 . The addition of the length of the string in the ASCII value is shown in table 3.

Step III: Assign a prime number for each numerical value getting after addition. If the value is a prime number then consider the number as it is and if the number is composite number then add/ subtract some value to it to make it a prime number just coming after/before it so that all the characters are to be assigned a prime number as shown in table 4 .

Step IV: Now find adherent prime for each prime number just coming after it. Now make a key by using number of digits in each adherent prime as shown in table 5.

Step V: Add Sam prime to make another key as shown in table 6.

Table 1: ASCII value encryption chart


Table 2: Assignment of ASCII value to the character

| Original message |  |  |  |  |  |  |  |  |  |  |
| :--- | :---: | :---: | :---: | :---: | :---: | :---: | :---: | :---: | :---: | :---: |
|  |  |  |  |  |  |  |  |  |  |  |
| ASCII value corresponding to each character | 75 | 65 | 85 | 83 | 65 | 78 | 73 | 64 | 50 | 54 |

Table 3: Addition of the length of the string in the ASCII value

| Original message | $\mathbf{K}$ | $\mathbf{A}$ | $\mathbf{U}$ | $\mathbf{S}$ | $\mathbf{A}$ | $\mathbf{N}$ | $\mathbf{I}$ | $@$ | $\mathbf{2}$ | $\mathbf{6}$ |
| :--- | :--- | :--- | :--- | :--- | :--- | :--- | :--- | :--- | :--- | :--- |
| No. assigned to each character | 75 | 65 | 85 | 83 | 65 | 78 | 73 | 64 | 50 | 54 |
| Values after adding length of the string to ASCII value | 85 | 75 | 95 | 93 | 75 | 88 | 83 | 74 | 60 | 64 |

Table 4: Assignment of a prime number to each character

| Original message | $\mathbf{K}$ | $\mathbf{A}$ | $\mathbf{U}$ | $\mathbf{S}$ | $\mathbf{A}$ | $\mathbf{N}$ | $\mathbf{I}$ | $@$ | $\mathbf{2}$ | $\mathbf{6}$ |
| :--- | :--- | :--- | :--- | :--- | :--- | :--- | :--- | :--- | :--- | :--- |
| Number assigned to each character | 75 | 65 | 85 | 83 | 65 | 78 | 73 | 64 | 50 | 54 |
| Values after adding length of the string to ASCII value | 85 | 75 | 95 | 93 | 75 | 88 | 83 | 74 | 60 | 64 |
| Value to be subtracted to make each no. of the string prime | 2 | 2 | 6 | 4 | 2 | 5 | 0 | 1 | 1 | 3 |
| Prime number corresponding to each character |  |  |  |  |  |  |  |  |  |  |

Table 5: Assignment of an Adherent Prime to each prime number character

| Original message | $\mathbf{K}$ | $\mathbf{A}$ | $\mathbf{U}$ | $\mathbf{S}$ | $\mathbf{A}$ | $\mathbf{N}$ | $\mathbf{I}$ | $@$ | $\mathbf{2}$ | $\mathbf{6}$ |
| :--- | :--- | :--- | :--- | :--- | :--- | :--- | :--- | :--- | :--- | :--- |
| Number assigned to each character |  |  |  |  |  |  |  |  |  |  |
| Values after adding length of the string to ASCII value | 75 | 65 | 85 | 83 | 65 | 78 | 73 | 64 | 50 | 54 |
| Values to be subtracted to make each number of the string prime | 2 | 2 | 6 | 4 | 2 | 5 | 0 | 1 | 1 | 3 |
| Prime number corresponding to each character |  |  |  |  |  |  |  |  |  |  |

Table 6: Assignment of SAM Prime to number of digits in each adherent prime number

| Original message | K | A | U | S | A | N | I | @ | 2 | 6 |
| :---: | :---: | :---: | :---: | :---: | :---: | :---: | :---: | :---: | :---: | :---: |
| Number assigned to each character | 75 | 65 | 85 | 83 | 65 | 78 | 73 | 64 | 50 | 54 |
| Values after adding length of the string to ASCII value | 85 | 75 | 95 | 93 | 75 | 88 | 83 | 74 | 60 | 64 |
| Values to be subtracted to make each number of the string prime | 2 | 2 | 6 | 4 | 2 | 5 | 0 | 1 | 1 | 3 |
| Prime number corresponding to each character | 83 | 73 | 89 | 89 | 73 | 83 | 83 | 73 | 59 | 61 |
| Adherent prime corresponding to each prime no. character | 137 | 73 | 179 | 179 | 73 | 137 | 137 | 73 | 59 | 151 |
| Number of digits in each adherent prime no. character | 3 | 2 | 3 | 3 | 2 | 3 | 3 | 2 | 2 | 3 |
| Adding SAM prime to the each digit | 6 | 5 | 6 | 6 | 5 | 6 | 6 | 5 | 5 | 6 |

Table 7: First Decryption key

| SAM prime number string | 6 | 5 | 6 | 6 | 5 | 6 | 6 | 5 | 5 | 6 |
| :--- | :--- | :--- | :--- | :--- | :--- | :--- | :--- | :--- | :--- | :--- |

Table 8: String of other decryption key

| String of decryption key to be subtracted | $\mathbf{3}$ | $\mathbf{3}$ | $\mathbf{3}$ | $\mathbf{3}$ | $\mathbf{3}$ | $\mathbf{3}$ | $\mathbf{3}$ | $\mathbf{3}$ | $\mathbf{3}$ | $\mathbf{3}$ |
| :--- | :--- | :--- | :--- | :--- | :--- | :--- | :--- | :--- | :--- | :--- |
| Resultant string of numbers |  |  |  |  |  |  |  |  |  |  |

Now this string will give the information that how many digits we should consider to find the string of adherent primes as shown in table 9.

Table 9: String of prime number

| Resultant string of numbers | $\mathbf{3}$ | $\mathbf{2}$ | $\mathbf{3}$ | $\mathbf{3}$ | $\mathbf{2}$ | $\mathbf{3}$ | $\mathbf{3}$ | $\mathbf{2}$ | $\mathbf{2}$ | $\mathbf{3}$ |
| :--- | :--- | :--- | :--- | :--- | :--- | :--- | :--- | :--- | :--- | :--- |
| Prime number | 137 | 73 | 179 | 179 | 73 | 137 | 137 | 73 | 59 | 151 |

Find the Adherent prime for each prime number exist just before it except which are not adherent prime.

Table 10: Resultant string of Adherent Prime

| Resultant string of Adherent primes | 83 | 73 | 89 | 89 | 73 | 83 | 83 | 73 | 59 | 61 |
| :--- | :--- | :--- | :--- | :--- | :--- | :--- | :--- | :--- | :--- | :--- |

Table 11: Second decryption key

| String of second Decryption key to be added | $\mathbf{2}$ | $\mathbf{2}$ | $\mathbf{6}$ | $\mathbf{4}$ | $\mathbf{2}$ | $\mathbf{5}$ | $\mathbf{0}$ | $\mathbf{1}$ | $\mathbf{1}$ | $\mathbf{3}$ |
| :--- | :--- | :--- | :--- | :--- | :--- | :--- | :--- | :--- | :--- | :--- |
| Resultant string of numbers | 85 | 75 | 95 | 93 | 75 | 88 | 83 | 74 | 60 | 64 |

Table 12: String of number after adding length of string

| Resultant string of numbers | $\mathbf{8 5}$ | $\mathbf{7 5}$ | $\mathbf{9 5}$ | $\mathbf{9 3}$ | $\mathbf{7 5}$ | $\mathbf{8 8}$ | $\mathbf{8 3}$ | $\mathbf{7 4}$ | $\mathbf{6 0}$ | $\mathbf{6 4}$ |
| :--- | :--- | :--- | :--- | :--- | :--- | :--- | :--- | :--- | :--- | :--- |
| Length of the string | 10 | 10 | 10 | 10 | 10 | 10 | 10 | 10 | 10 | 10 |
| Original string of number after subtraction | 75 | 65 | 85 | 83 | 65 | 78 | 73 | 64 | 50 | 54 |

Table 13: Character corresponding to each number (ASCII VALUE) of the string

| String of numbers | 75 | 65 | $\mathbf{8 5}$ | $\mathbf{8 3}$ | $\mathbf{6 5}$ | 78 | $\mathbf{7 3}$ | $\mathbf{6 4}$ | $\mathbf{5 0}$ | $\mathbf{5 4}$ |
| :--- | :--- | :--- | :--- | :--- | :--- | :--- | :--- | :--- | :--- | :--- |
| Corresponding character | K | A | U | S | A | N | I | $@$ | 2 | 6 |

Hence the original password is: KAUSANI@26

## CONCLUSION

Cryptography is used to ensure that the contents of a message are confidentiality transmitted and would not be altered. The main aim of this paper was to propose and implement an algorithm so that data can be encrypted at client side before it is uploaded because it provides an extra layer of security and minimizes data theft in transit; therefore the proposed algorithm is useful for the security of passwords.
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